
Håll dig säker i
molnet

Skydda alltid dina konton med starka
lösenord och använd olika lösenord för

varje molntjänst

#StoppaCyberto



Använd internet
säkert

Kontrollera att du är på webbplatsen du tror att
du är på genom att kontrollera domänen eller
använd en sökmotor för att hitta den legitima

versionen av webbplatsen.

#StoppaCyberto



Håll dina
enheter säkra

Försök att inte lämna mobila enheter utan
uppsikt offentligt och se till att operativsystemen

har de senaste uppdateringarna installerade

#StoppaCyberto



Ta inte
nätfiskebetet

Var försiktig när ett e-postmeddelande försöker
skapa en känsla av brådska, till exempel genom att
uppmuntra till omedelbar betalning eller ladda ner

en bilaga.

#StoppaCyberto



Glöm inte den
fysiska säkerheten

Lämna aldrig känsliga dokument utan uppsikt, till
exempel i skrivarens fack eller på skrivbordet

#StoppaCyberto



Var försiktig när
du använder

offentligt Wi-Fi
Se till att du bara ansluter till legitima nätverk genom

att dubbelkolla nätverksnamnet

#StoppaCyberto



Håll dina flyttbara
enheter säkra

Förvara alltid dina flyttbara enheter inlåsta i ett
säkert skåp när de inte används

#StoppaCyberto



Se till att ditt
lösenord är starkt

Dina lösenord måste vara unika, privata och
lätta för dig att komma ihåg, utan att vara

lätta för en angripare att gissa.

#StoppaCyberto



Var
säkerhetsmedveten

när du arbetar
hemma

Att ändra standardlösenordet på din hemrouter
och se till att den inbyggda programvaran är

uppdaterad minskar risken för hackning.

#StoppaCyberto



Se upp för social
ingenjörskonst

Var misstänksam om du blir ombedd att göra
något du normalt inte skulle göra (t.ex. skicka

pengar, installera något, dela kundinformation
etc.)

#StoppaCyberto



Begränsa dina integritetsinställningar på sociala
medier och undvik att dela känslig information

som kan användas av cyberbrottslingar.

Var säker på
sociala medier

#StoppaCyberto


